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**Five unique strong passwords:**

1. H4Y!h&BWQmj
2. TO9NTwTgu&mMt
3. 5!KQn4nhQAGq25
4. Lg#CL#QA9Jq4
5. 37TdErYC#7h#@x39

**Evaluation of passwords by way of How Secure Is My Password**.

Password 1 – It will take 34 thousand years to crack

Password 2 – 2 million years to crack

Password 3 – 2 hundred million years to crack

Password 4 – 34 thousand years to crack

Password 5 – 1 trillion years to crack

**Password Management Tool: RoboForm Used**

* Strong encryption: All data stored on RoboForm is encrypted end-to-end with AES 256-bit encryption.
* Security Score: The Security Center tab in the app's Security Score panel shows password strength ratings and identifies any reused or duplicate credentials
* Security Score: The Security Center tab in the app's Security Score panel shows password strength ratings and identifies any reused or duplicate credentials
* Administrator controls: RoboForm provides advanced administrator controls, such as enforced minimum master password standards and periodic password changes.
* Receive alerts and recommendations for replacing compromised passwords that have been exposed in data breaches with stronger, more secure ones.

**Reflection paragraph:**

Password security is imperative to have is for every website. Never use the same password for two sites, if someone did find out your password rest assure that they will look for other accounts of yours. The password managers out there are very secure and most are easy to use, my advice would be to use a password manager even if you believe you don’t need one. Think about it is it worth it to take that chance. Remember 12 characters should be the least number of characters in your password, you can even go to 16. That is another great feature of a password manager they make your passwords very difficult to crack plus you have auto fill option doesn’t get any easier than that.